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All physical 
facilities are 
monitored live

Redundant data 
centers store and 
mirror data for 
protection from 
major disaster

Access is limited to 
personnel who have 
the proper clearance

Automatic session 
termination ends 
sessions when idle

Access is restricted to data through 
user, function, project, and 
document security settings

Audit trails track security 
controls, user activity, 
document history, and 
record retention policies. 

All systems are
monitored 24/7

Firewalls are
managed and

constantly
monitored

Intrusion-detection
technology monitors all

system access

Caching routines ensure
stored data is never exposed

to the public network

Encryption protects data
both during transmission

and while at rest

Layers of encryption
ensure secure

network communication

Data segregration ensures no 
company or department can access 
another’s data

Strict password requirement guidelines,
including complexity, expiration dates,

and two-level authentication

Entity, group, user, project,
document, function, and 

field-level security settings

ImageSilo® and PaperVision® Offer 5 Levels of Security
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Start protecting your data today. Visit www.digitechsystems.com or call 877.123.4567

68% of business leaders feel their cybersecurity risks are increasing. - Accenture

The average size of a data breach is 25,575 records and each lost record costs $150. - Ponemon

86% of executives believe data breaches are more likely to take place when employees are working remotely. - Shred-it

In 2020, the average cost of a data breach will exceed $150 million. - Juniper Research

is your data protected? 


